
These days, free Wi-Fi hotspots can be found in many places, such as cafes or public
facilities. Free Wi-Fi can be convenient, but if you don't check the security of the
connection, your personal information may be intercepted!

Your viewing and posting history,
personal information (such as ID,
passwords, name, address, etc.)

Please use encryption systems with high security

Unencrypted communication, or communication made in
low-security is at risk of being hacked by a malicious third person.

DATA

Wi - F i

暗号化されない通信Unencrypted connection

Encrypted connection
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I can see everything! ♪

Hokkaido Prefectural Police

Cyber Security Control Task Force

When you connect to the
Wi-Fi, messages such as
"No security" or "low
s e c u r i t y ” s h o u l d b e
displayed if the connection
is unencrypted or has low
security (WEP).

Select the Wi-Fi you want
to use, then click on the
Security tab for more
information. If it displays
"None" that means the
connection has no security
and is unencrypted.

Hokkaido Prefectural Police
*Portions of this flyer have been edited for clarity.
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